AS
ARET S

THE MULTI YARD | BAHRAIN

ASRY SECURITY POLICY

We at Arab Shipbuilding and Repair Yard Co. (ASRY) strongly believe that an effective Port Security Management
System for the Supply Chain and Information Security Management System are key contributing factors for best
practices in securing welfare of ASRY employees, property and processes at sea or on land. We strive to follow a
clear set of objectives, with structured risk management and continual re-assessment to meet and satisfy our
employees, customers, contractors, visitors, community and all related stakeholders.

We, therefore, now commit to;

Integrate Security Supply Chain and Information Security in all aspects of shipbuilding, ship/rig repairing,
docking and any other related activities.

Prevent illegal acts through stringent ASRY procedures to protect employees, customers, contractors and
visitors.

Ensuring compliance with ISO 28000:2022, 15020858:2007 and 1SO/IEC 27001:2022 requirements.
Ensuring compliance with legal requirements of the Kingdom of Bahrain, International Ship and Port
Facility Security Code, ASRY Port Security Plan which complies with Chapter XI-2 of SOLAS and other
international customer-specified security related standards, treaties and conventions which are applicable
to the Kingdom of Bahrain.

Issue copies of this Policy upon request to all interested parties.

Prevent unlawful practices against ASRY employees, in-house sub-contractors, manpower, visitors and
properties.

To emphasize the significance, we shall place on this Policy;

Implement and continually improve performance of the Security Management Systems for the Supply
Chain and Information Security Management System to function and practitioners by promoting the best
practices and considers the adverse impact that the security policy, objectives, targets, programmes, and
security measures can have on other aspects of ASRY.

Continually review, implement and maintain ASRY Security Supply Chain, ISMS procedures, approved
ASRY Port Security Plan via local Ports and Maritime Affairs which affiliates with Chapter XI-2 of SOLAS
and the International Ship and Port Facility Security Code.

Implement, continually review and create employee awareness about the Information Security
Management System to ensure protection of information from for the purpose of business continuity,
minimize business risk and to enhance the cyber security posture of ASRY.

Continually review, test, enhance and secure the existing cloud-based disaster recovery solution
(wherever applicable) for all critical systems on cloud platforms like Amazon Web Services (AWS) to limit
interruptions to business activities.

Communicate and network this Policy with all employees, contractors, customers, suppliers and visitors to
be familiar with its content along with their relative obligations.

Provide necessary resources to effectively implement this Policy.

Regularly review and evaluate this Policy when needed with the involvement of ASRY stakeholders and
maintain strong networking with relevant Government Authorities in the Kingdom of Bahrain.

Train, educate and guide our employees and contractors to ensure their competency in protecting and
improving the Security Management System for the Supply Chain and the Information Security
Management System.

Ensure that care is taken not to disclose any sensitive information.

Put in place an effective common set rules, metrics and standards to be compiled with by the Security
Management.
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